# Critical Risk Finding Template

| **[Unique Identifier]** | **[Vulnerability Title]** | | |
| --- | --- | --- | --- |
| **Common Vulnerability Scoring System (CVSS) v3.1** | | | |
| **Severity** |  | **CVSS Score** |  |
| **Attack Vector** |  | | |
| **Business Impact** | | | |
| **Description** |  | | |
| **Technical Details** | | | |
| **Affected System** |  | | |
| **Description** |  | | |
| **Business Impact** |  | | |
| **Potential Compliance Violations** |  | | |
| **Mitigations** |  | | |
| **Steps for Reproduction** |  | | |

# High Risk Finding Template

| **[Unique Identifier]** | **[Vulnerability Title]** | | |
| --- | --- | --- | --- |
| **Common Vulnerability Scoring System (CVSS) v3.1** | | | |
| **Severity** |  | **CVSS Score** |  |
| **Attack Vector** |  | | |
| **Business Impact** | | | |
| **Description** |  | | |
| **Technical Details** | | | |
| **Affected System** |  | | |
| **Description** |  | | |
| **Business Impact** |  | | |
| **Potential Compliance Violations** |  | | |
| **Mitigations** |  | | |
| **Steps for Reproduction** |  | | |

# Moderate Risk Finding Template

| **[Unique Identifier]** | **[Vulnerability Title]** | | |
| --- | --- | --- | --- |
| **Common Vulnerability Scoring System (CVSS) v3.1** | | | |
| **Severity** |  | **CVSS Score** |  |
| **Attack Vector** |  | | |
| **Business Impact** | | | |
| **Description** |  | | |
| **Technical Details** | | | |
| **Affected System** |  | | |
| **Description** |  | | |
| **Business Impact** |  | | |
| **Potential Compliance Violations** |  | | |
| **Mitigations** |  | | |
| **Steps for Reproduction** |  | | |

# Low Risk Finding Template

| **[Unique Identifier]** | **[Vulnerability Title]** | | |
| --- | --- | --- | --- |
| **Common Vulnerability Scoring System (CVSS) v3.1** | | | |
| **Severity** |  | **CVSS Score** |  |
| **Attack Vector** |  | | |
| **Business Impact** | | | |
| **Description** |  | | |
| **Technical Details** | | | |
| **Affected System** |  | | |
| **Description** |  | | |
| **Business Impact** |  | | |
| **Potential Compliance Violations** |  | | |
| **Mitigations** |  | | |
| **Steps for Reproduction** |  | | |

# Informational Finding Template

| **[Unique Identifier]** | **[Vulnerability Title]** | | |
| --- | --- | --- | --- |
| **Common Vulnerability Scoring System (CVSS) v3.1** | | | |
| **Severity** |  | **CVSS Score** |  |
| **Attack Vector** |  | | |
| **Business Impact** | | | |
| **Description** |  | | |
| **Technical Details** | | | |
| **Affected System** |  | | |
| **Description** |  | | |
| **Business Impact** |  | | |
| **Potential Compliance Violations** |  | | |
| **Mitigations** |  | | |
| **Steps for Reproduction** |  | | |